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SUBMISSIONS ON HIGH COMMISSIONER’S STUDY ON THE SOLUTIONS TO PROMOTE DIGITAL EDUCATION FOR YOUNG PEOPLE AND TO ENSURE THEIR PROTECTION FROM ONLINE THREATS, HUMAN RIGHTS COUNCIL RESOLUTION 51/71.

INTRODUCTION
This submission is made by the Legal Resources Centre, South Africa, as part of the project on Digital Education and the Right to Education. The Legal Resources Centre (LRC) is a public interest non-profit law clinic in South Africa founded in 1979. The LRC uses the law as an instrument for justice for poor and marginalised persons. The LRC pursues equality, access to justice, and the recognition of constitutional rights for all through creative and effective solutions. To this end, we provide legal advice and legal representation that empowers our clients, take on strategic and impact litigation, and participate in multi-pronged advocacy and law reform.  This submission is based on the LRC report, Digital Education and the Right to Learn, published in October 2022.
1. What are the main challenges that young people in your country face in accessing digital education? Please consider the specific situation of marginalized young people and those in vulnerable situations in your response.
The “White Paper on Education and Training" published by the South African government in 1995 aimed at addressing the systematic discrimination and inequalities of apartheid educational laws and policies, was aspirational and intended to “build a just and equitable system which provides good quality education and training to learners young and old throughout the country.”

Despite the government’s aspirations to dismantle the oppressive systems of an apartheid state, inequalities and discrimination on class and racial lines still persist. The disparity between education provision in fee-charging and no-fee schools, with the latter catering for majority poor black learners, is illustrative of the notion that we still operate a ‘two-system public education structure.’ These policies have failed to address the underlying systems of oppression and laws and policies adopted by the apartheid state to oppress poor and black people, such as apartheid spatial planning, which continues to exile poor and black learners from educational opportunities and equal access to quality education. Well-resourced schools in previous white residential areas, although public schools, offer a more privatised education by generating school fees and retaining the status quo of privilege with only a small minority of black middle-class families able to attend.
These disparities in accessing equitable and quality education extend also to digital educational resources in no-fee schools (quintile 1, 2 and 3) which means that many previously disadvantaged learners have never had access to the internet and digital forms of schooling unlike most privileged learners in fee-charging schools in previously white suburban areas. Many of these schools do not have adequate infrastructure such as electricity, which increases the difficulties for the learners to exercise their right to education.
The effect of this is that many of these learners eventually face challenges competing on an equal footing with learners that are digitally literate, causing a ripple effect on attaining access to tertiary education and employment opportunities that demands high levels of competence in the digital environment.
Equitable access to free and accessible digital educational resources, and by extension access to the internet and data, is an integral component of the right to basic education. The non-provision of internet and inequitable access to digital educational resources in the majority of public schools thus violate a learner’s right to education, as well as their rights to equality and non-discrimination, dignity and equal protection of the law. 
The COVID-19 pandemic laid bare South Africa’s inability to provide internet access to most students nationwide, directly impacting their quality of education. Nationally, only 22% of households have a computer and only 10% an internet connection. In the North West and Limpopo provinces, only 3.6% and 1.6% of households, respectively have had access to the internet at home. By contrast, students from wealthier communities with computer access were able to continue their education, particularly through remote learning provided by better resourced schools.
Access to the internet has become essential to achieving the right to education. Unequal access to the internet that disadvantages rural schools and schools that predominately serve poor and black learners, violates not only the right to basic education, guaranteed by the Constitution of the Republic of South Africa, and the right to education in CRC Art. 28, but also the right to equality and non-discrimination (CRC Art. 2), dignity and equal protection of the law, and denies poor and marginalised children opportunities to develop to their fullest potential as prescribed in CRC Art. 29.
A 2020 publication by the University of Chicago Law School - Global Human Rights Clinic, “Access Denied: Internet access and the right to education in South Africa”, lists a number of reasons for the failure to provide effective internet access in public schools. These include  the lack of: capacity, funding, a comprehensive and coordinated strategy for the implementation of the various policies, infrastructure and adequate facilities (electricity, overcrowding, shortage of teachers, shortage of devices, data charges and theft), IT infrastructure, software and resources and on-going technical support. The report also listed a lack of teacher training in the use of computers and the internet, teaching digital skills to learners and how to effectively implement online and digital resources into the curriculum. In addition, there was no meaningful access to the internet, digital systems and infrastructure were poorly maintained and there were pervasive misconceptions among teachers and parents about internet use.
While the South African government, as well as private telecommunications and digital companies, have invested in initiatives to provide historically disadvantaged and rural schools with access to the internet and IT infrastructure, including devices, there are criticisms that these efforts are dis-jointed, poorly co-ordinated, and unsustainable. Another critique is that there is an over reliance on the corporate and NGO sectors.
2. What steps is the Government taking to ensure that digital education is accessible and promoted among young people? Please provide examples of specific laws and regulations, measures, policies, and programmes directed at ensuring young people’s universal access to digital education.
The right to basic education is envisaged in Section 29(1)(a) of the Constitution of South Africa which provides that “everyone has the right to access basic education ...”. The state is accordingly required to protect, promote, respect and fulfil this right, and it must do so through the passing of laws, regulations and policies that are developmental and progressive in nature.
The Constitutional Court in Governing Body of the Juma Musjid Primary School and Others v Essay N.O. and Others noted that: “Unlike some of the other socio-economic rights, this right is immediately realisable. There is no internal limitation requiring that the right be ‘progressively realised’ within ‘available resources’ subject to reasonable legislative measures. The right to a basic education in Section 29 (1) (a) may be limited only in terms of a law of general application which is ‘reasonable and justifiable in an open and democratic society based on human dignity, equity and freedom”.
The Department of Basic Education adopted Regulations relating to the Minimum Uniform Norms and Standards for Public School Infrastructure in 2013, which aims at addressing the uneven development of public schools’ infrastructure under apartheid by setting out minimum norms and standards, compliance obligations and timeframes within which school infrastructure backlogs must be eradicated. This constitutes a crucial legislative intervention to addressing the inequalities in public education and emphasise the need for progressive measures to advance the development of previously disadvantaged public schools. Regarding the provision of internet facilities in public schools, the regulations provide that this should be phased in over a period of seven years from the date of publication of these regulations. More than 10 years after adoption of the regulations, the government has failed to meet its obligations under the regulations to provide internet access to previously disadvantaged schools, which serve primarily poor and rural communities.
The South African government has recognised the importance of online learning and has embarked on a series of initiatives to grow digital education among young learners in largely remote areas. The three main domestic policies currently in place are a government White Paper on e-Education, South Africa Connect and Universal Service and Access Obligations which are obligations imposed on telecommunications operators.
Notwithstanding the strides government has made to improve internet connectivity for learners in public schools, the legislative and policy reforms have not done enough to address structural inequalities that continue to disadvantage historically excluded learners in public schools, leaving those learners receiving a poorer quality education.
Access to the internet and digital educational resources is an integral component of the right to basic education in Section 29 of the Constitution, and the right to education in Art. 28 of the CRC. The inequity in accessing digital educational resources discriminates against learners from poorer and historically marginalised communities and violates their rights to equality and non-discrimination, dignity and equal protection of the law.
The current policy framework does not meet the minimum core standards necessary to ensure effective, efficient and reliable implementation of internet connectivity in public schools. These policies have not been supported by a realistic budget, seem disjointed regarding the various stakeholders needed to implement the policy and have not considered factors pertinent to public schools in rural and peri-urban areas such as poor infrastructure.
Significantly, the policy framework appears to have been developed in isolation and without reference to the Regulations relating to the Minimum Uniform Norms and Standards for Public School Infrastructure.
The deadline in the Regulations for internet connectivity of schools has not been met and the government has not made concrete strides to develop a plan to ensure that all public schools have internet connectivity.
3. What steps is the Government taking to ensure that young people are protected from online threats? Please provide examples of specific laws and regulations, measures, policies, and programmes.

The Government recognises that while children benefit from online platforms, they also become victims of predators targeting children through various mechanisms online. 

We mention a few examples below:

The Cybercrimes Act, 19 of 2020 regulates cybercrimes which can be relied upon by young children, specifically part 2 of the Act. 

The Children’s Act, 38 of 2005, has been amended and directly recognises children’s right to privacy and protection of personal information. These amendments clearly reiterate the intention of the Government to safeguard children when using the internet.

The Films and Publications Board’s role is to ensure that young people are not exposed to adult content or age-inappropriate content prematurely. Further it specifies that the use of and exposure of children to child pornography be punishable by law. 

From the above it is clear that Government has intensified its actions to protect children.

The LRC as well as other public interest organisations continue to advocate toward influencing the policy makers to develop policy and frameworks to ensure children are protected when accessing the internet. 

Most importantly children need to be cyber aware and various campaigns initiated by the Government and public interest organisations continue to work toward educating children to recognise online threats and the laws accessible to them in these situations.

Kind Regards,



__________________
S HASSIM
ATTORNEY
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